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Disclaimers
This presentation contains forward-looking statements. All statements contained in this presentation other than statements of historical facts, including statements regarding future results of operations and 
vjg"hkpcpekcn"rqukvkqp"qh"Tcrkf9."Kpe0"*ǍTcrkf9.ǎ"Ǎyg.ǎ"Ǎwuǎ"qt"Ǎqwtǎ+"hqt"vjg"hqwtvj"swctvgt"cpf"hwnn"{gct"4239."hwvwtg"itqyth of the cybersecurity market, our market opportunities, demand for our product and 
service offerings, and our expectations regarding recurring revenue and operating margins, are forward-looking statements. We have based these forward-looking statements on our current assumptions, 
expectations and projections as of the date of this presentation and are subject to substantial risks, uncertainties, assumptions, and changes in circumstances that may cause our actual results, performance, or 
achievements to differ materially from those expressed or implied in any forward-looking statement. These forward-looking statements are subject to a number of risks and uncertainties, some of which cannot 
be predicted or quantified and some of which are beyond our control, including, without limitation, those risks and uncertaintieu"ugv"hqtvj"kp"vjg"ǍTkum"Hcevqtuǎ"ugevkqp"qh"qwt"oquv"tgegpv"Swctvgtn{"Tgrqtv"qp"
Form 10-Q filed with the Securities and Exchange Commission for the quarterly period ended June 30, 2017, and subsequent reportsthat we file with the Securities and Exchange Commission..

Although we believe that the expectations reflected in the forward-looking statements are reasonable, we cannot guarantee futureresults, levels of activity, performance, achievements or events and 
circumstances reflected in the forward-looking statements will occur. We are under no duty to update any of these forward-looking statements after the date of this presentation to conform these statements 
to actual results or revised expectations, except as required by law.  You should, therefore, not rely on these forward-looking statements as representing our views as of any date subsequent to the date of this 
presentation. Moreover, except as required by law, neither we nor any other person assumes responsibility for the accuracy and completeness of the forward-looking statements contained in this presentation. 

This presentation also contains estimates and other statistical data made by independent parties and by us relating to marketsize and growth and other data about our industry. This data involves a number of 
assumptions and limitations, and you are cautioned not to give undue weight to such estimates. Neither we nor any other person makes any representation as to the accuracy or completeness of such data or 
undertakes any obligation to update such data after the date of this presentation. In addition, projections, assumptions and estimates of our future performance and the future performance of the markets in 
which we operate are necessarily subject to a high degree of uncertainty and risk.

This presentation also contains certain non-GAAP financial measures as defined by the SEC rules. These non-GAAP financial measures are in addition to, and not a substitute for or superior to, measures of 
financial performance prepared in accordance with GAAP. There are a number of limitations related to the use of these non-GAAP financial measures versus their nearest GAAP equivalents. For example, other 
companies may calculate non-GAAP financial measures differently or may use other measures to evaluate their performance, all of which could reduce the usefulness of our non-GAAP financial measures as 
tools for comparison. Please refer to our November  7, 2017 press release for additional information as to why we believe these non-GAAP financial measures are useful to investors andothers in assessing our 
operating results. As required by Regulation G, we have provided a reconciliation of those measures to their most directly comparable GAAP measures, which is available in the end notes to this presentation. 
However, we have not reconciled our expectations as to non-GAAP loss from operations, non-GAAP net loss per share, or calculated billings in future periods to their most directly comparable GAAP measure 
because certain costs and expenses, namely stock-based compensation expense, are out of our control or cannot be reasonably predicted. Accordingly, reconciliation is not available without unreasonable 
effort, although it is important to note that these factors could be material to our results computed in accordance with GAAP.
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Rapid7 Snapshot
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Á Rapid7 delivers security & data analytics 
that revolutionize the practice of cyber-
security and operations.

Á Over 6,700 customers, 15% growth

Á 70.5% of revenue was recurring in Q3 2017

Á Strong renewals and up-sells/cross-sells 
drive 119% renewal rate0
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REVENUES

Our mission is to deliver insight htqo"vqfc{ǋu"broken IT data ecosystem with simple, powerful 
solutions that make IT and Security teams smarter, more secure and more productive.



What we do

We combine:
Á Threat intelligence and security research
Á Data collection and analytics on the Rapid7 Insight platform

Our products provide:
Á Visibility into security vulnerabilities
Á Visibility into active threats in your environment
Á Visibility across the network and endpoints
Á Workflows to investigate and remediate
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Investment Highlights
ÁThe market for cybersecurity continues to grow with a shift towards detection 

from prevention.

ÁOur platform provides insight into security and IT operations by combining the 
broadest data collection with leading-edge analytics, and drives recurring 
revenue.

ÁThe simplicity and ease of use of our products is expanding the market.

ÁOur broadening product set allows customers to consolidate on one data and 
analytics platform.

ÁOperating margins are expected to continue to improve keeping us on our path 
towards profitability.
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Insight Platform
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SEARCH ANALYZE VISUALIZE REPORT

ANALYTICAL POOLS

INTEGRATE

HIGH VOLUME STORAGE

Insight VM Insight IDR Insight AppSec Insight Ops

C L O U D  B A S E D  S E R V I C E S



Rapid7 Solves Key Customer Questions
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ǍCo"K"xwnpgtcdngAǎ"ǍCo"K"eqortqokugfAǎǍCo"K"qrvkok|gfAǎ""""

ÁVULNERABILITY MANAGEMENT

ÁAPPLICATION SECURITY TESTING

ÁPENETRATION TESTING

ÁREMEDIATION

ÁSECURITY INCIDENT & EVENT 
MANAGEMENT

ÁUSER BEHAVIOR ANALYTICS

ÁENDPOINT VISIBILITY & 
INTERROGRATION

ÁENDPOINT VISIBILITY & ASSET 
MANAGEMENT

ÁINFRASTRUCTURE MONITORING 
& TROUBLESHOOTING

ÁLOG MANAGEMENT & 
COMPLIANCE



Live Endpoint Monitoring, Adaptive Security, and 
advanced network vulnerability assessment 
provides coverage without waiting for scans or 
drowning in obtuse data

Real-time exposure analytics uses this data to 
immediately prioritize your next move, eliminating 
the paralysis of CVSS-only scores, incomplete data, 
and disjointed reporting

With the what, when, and who to fix in hand, our 
Remediation Workflow makes IT your best friend by 
providing details on how to control your 
vulnerabilities and track them all the way to done

Live Vulnerability and Endpoint Analytics
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Combine data from agents, scans, logs and the 
cloud with SIEM, UBA, and EDR to to create high-
fidelity, low-volume alerts on actual intruders

With User Behavior Analytics and Deception 
Technology, detect the use of stolen credentials, 
malware, and phishing before attackers reach critical 
data

Uncover insight hidden in user activity, logs, and 
endpoints to make investigations up to 20x faster.

Incident Detection and Response

9



Keep pace with the application evolution with 
InsightAppSec Universal Translator

Reduce risk with every build with InsightAppSec 
Vulnerability Validator and remediate  earlier in the 
development life cycle

Hand deliver the right insight the right way to 
DevOps

Application Security TestingAppSec
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Easily centralize live operational data from across 
your infrastructure for real-time search

Interrogate your endpoints by asking operational 
questions and receiving immediate answers from live 
data.

Immediately find the answers you're looking for 
with endpoint and log data combined in one 
master console.

IT Operations and AnalyticsOps
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Gather the collective knowledge of a global 
security community to test your environment 
and find your holes

Test and harden your people, your processes, and 
your technology in order of potential impact

Test your security program to identify and more 
quickly fix exposures

Penetration Testing Platform
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Seamlessly connect all your existing
Security & IT  tools with a library of plugins.

Automate tedious tasks with dynamic workflows 
with no need for code.  

Accelerate progress to action by leveraging data, 
workflow and automation.  

Orchestration & Automation

Placeholder slide for Komand
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